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1 March 2018

BOK International - UAE

It gives me great pleasure to introduce BOK International to you, an Islamic Bank, fully 
licensed by the Central Bank of the UAE. We take great pride to be one of the oldest 
financial institution in the world which was established in 1913.

BOK International focus is on the core area of correspondent banking, trade finance,  
corporate banking and being the financial intermediary of choice for trade flows from 
the UAE and wider GCC into Sudan estimated to be over USD 4 Billion annually.

Our global professional team continuously drive BOK International business forward 
while ensuring best banking performances to fully comply with the regional and global 
prudential practices and regulations.

It is my pleasure to share with you the enclosed profile highlighting the main  
information about us and we look forward establish a mutually successful and  
fruitful partnership with your esteemed financial institution.

Yours sincerely

Akram Elbaloula
Country CEO
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Key Information

•	 Full Islamic Banking License UAE
	 Issued by the Central Bank of UAE License Number 13/1080/2017 
	 Dated 23/08/2017

•	 Trade License   
	 Abu Dhabi Department of Economic Development Number: CN-2300923

•	 Member of Central Bank of UAE  Banking Systems
	 ➢	 Fund Transfer System (AED Clearing System)
	 ➢	 Image Clearing Cheque System (AED Cheque Clearing System)
	 ➢	 Direct Debit System (DDS)
	 ➢	 Wages Protection System (WPS)

•	 Member of UAE Union Banking Federation 

•	 Foreign Account Tax Compliance Act (FATCA) -  
	 Registered published at IRS  under GIIN Number CSZP9B.99999.SL.784

•	 US Tax Withholding & Reporting
	 W-8BEN-E – TIN Number 110004102500

•	 Auditors
	 Ernst Young (EY) UAE 

•	 Shariah Board
	 Shariyah Review Bureau 

•	 SWIFT
	 BOKMAEADXXX
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Board of Directors
Mr. Mohamed Saeed Alsharif
Chairman

Mr. Fadul Mohamed Khair
Deputy Chairman

Mr. Mohamed Elmurtada
Board Member

Mr. Salaheldin Abu Elnaja
Board Member

Mr. Jihad Alhussein
Board Member

Dr. Awadalkarim Mustafa
Board Member

Mr. Mohamed Ali Elshiekh
Board Member

Mr. Obaid Elshamsi
Board Member

Mr. Mohamed Elnahdi
Board Member

Mr. Muhammed Maqbool
Board Member

Mr. Fadi Alfaqih
Group CEO

Sudan

Sudan

Sudan

Sudan

Sudan

Sudan

UAE

UAE

UAE

Pakistan

Jordan
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Bank of Khartoum 
Key Shareholders 2018

Others 31.86%

Sharjah Islamic Bank 2.22%

Abu Dhabi Islamic Bank 3.21%

Islamic Development Bank 4.41%

Seven Emirates for Investment & 
International Trade 1.10%

Rashed Alrashed & Sons Group 1.13%

Dubai Islamic Bank 29.49%

Fadul M.Kheir Sultan 21.61%

Salah Bin Rashied Bin Abdelrahman 2.47%

Dr. Moh’d Bin Kharbash 1.40%

Sheikh/Mohamed Bin Khalifa 
Al Nahian 1.10%

Note: No individual holds more than 5%
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Compliance Statement
BOK International UAE is an Islamic Bank (foreign branch) licensed by the Central Bank of The UAE License 
reference 13/1080/2017 dated 23/08/2017 and by Abu Dhabi Department of Economic Development under Trade 
License number CN-2300923.  The Bank is located at Al Sahil Building, Zayed The First Street, Al Khalidiya, Abu 
Dhabi, UAE.

BOK International UAE has established a Risk, Legal and Compliance Department with the objective of ensuring 
all banking transactions and business is conducted in compliance with Central Bank’s regulations and international 
legislations while guaranteeing best practices and Anti-Money Laundering and Combating Terrorist Financing are 
adopted. 

BOK International UAE is committed to maintaining the highest standards of Compliance by fully complying with 
the laws and regulations of its regulator, the Central Bank of The UAE (CBUAE) and the regulations in all markets 
and jurisdictions in which it operates, including the AML and CTF international requirements. The policies are based 
on and not limited to:
	
Central Bank of The UAE Regulations
	 •	 Circular No. 24/2000 “Regulations Concerning Procedures for Anti-Money Laundering” and all  

subsequent amendments/circulars
	 •	 Union Law No.10 of 1980 Concerning The UAE Central Bank, The Monetary System and Organisation 

of Banking and any subsequent amendments/circulars
UAE Federal Law
	 •	 Law No. 4/2002 regarding Criminalization of Money Laundering
	 •	 Law No. 1/2004 Combating Terrorism Offences
International Standards
	 •	 Financial Action Task Force (FATF) recommendations
	 •	 Wolfsberg Group Principles
	 •	 US Patriot Act Certificate
	 •	 Basel Committee recommendation on Banking supervision

The Board, Senior Management and all other staff of the Bank (parent bank and branches) endeavor to maintain and 
follow the highest standards of ethics and professional conduct at all times while carrying out the Bank’s business 
activities. The Bank will not accept nor condone activities or behavior that will or might in any way, conflict with 
any of its core values and standards

Governance Framework

The Head of Compliance (HOC) and the compliance team is entrusted by the Board of BOK Group and both the 
Group and Country CEOs to establish, implement and manage the bank wide AML, CTF and sanctions related policy 
and procedures. HOC is responsible to adherence to all applicable Financial Crime regulations and obligations and 
responsible for establishing and maintaining the AML program to identify, assess, manage, monitor and report the 
risks to Anti Financial Crimes at the Central Bank of UAE (CBUAE).  

Anti-Money Laundering (AML) and Countering of Terrorist Financing (CTF) Framework

BOK International UAE complies with applicable standards set out by the Central Bank of UAE’s Anti-Money  
Laundering (AML) and Combating Terrorist Financing (CTF) practices in all markets and jurisdictions in which 
it operates including the UAE. It is a committed to complying with Laws and regulations related to anti-fraud,  
anti-bribery and corruption prevention as well.
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In line with the Bank’s AML and CTF framework, the Bank has also put in place and not limited to the below  
measures:

	 •  AML/CTF Policy
	 •  Customer On Boarding Policy
	 •  Risk Based Approach
	 •  Controls
	 •  Sanctions policy
	 •  Training Programs
	 •  Anti-Bribery and Anti-Fraud Policy
	 •  Record Retention Policy
	 •  Independent Review – Internal and External audit 

The Bank is committed to create value for its customers whilst meeting its statutory and regulatory obligations. It 
includes maintaining a best practice AML, fraud and corruption prevention culture. BOK International UAE staff are 
provided with training and communication in ethics and compliance, including anti-money laundering awareness,        
anti-fraud, bribery and corruption prevention, to understand their responsibilities and obligations in observing and 
maintaining high standards of integrity in all business dealings.

A proactive AML structure is in place to ensure group-wide compliance including AML/CTF procedures.  This  
structure consists of the Group Head of Compliance, overseas branch Head of Compliance, MLROs, Deputy  
MLROs, and Compliance Officers.   The Bank also maintains systems to ensure that business relationships are  
commenced with clients whose identity and activities can reasonably be established to be legitimate, to collect and  
record all relevant client information and to monitor and report suspicious transactions.  This is reflective in the 
detailed and careful client on-boarding process that the bank follows. The Bank’s core values and standards,  
governance and risk management frameworks, and controls work together to prevent, detect and respond to potential 
or actual fraudulent or corrupt conduct.  The Bank also has in place records retention procedures to reflect regulatory 
requirements.

Customer On-Boarding/KYC Policy

BOK International UAE has a very high standard of customer on-boarding policy with regard to on-boarding clients. 
The bank will refuse to open an account / enter into a relationship / terminate accounts / relationships, if there is any 
doubts about ownership, source of funds of customers, if the customer is connected in any way to terrorist/criminal 
organizations or listed on any sanction or black lists. 

Record Retention 

BOK International UAE has a comprehensive record and retention / archival policy which is strictly followed and is 
as per the guidelines set out by the Central Bank of The UAE (CBUAE).

Compliance with FACTA

The Foreign Account Tax Compliance Act (FATCA) is a United States (US) law that was introduced by the United 
States Department of Treasury (Treasury) and the US Internal Revenue Service (IRS) aimed at foreign financial 
institutions (FFIs) and other financial intermediaries, to encourage better tax compliance by preventing US Persons 
from using Banks and other Financial Organizations to avoid US taxation on their income and assets through use of 
offshore accounts.  The IRS has set up a framework to collect on a periodic basis from non-US financial institutions 
information relating to foreign income and assets held by US taxpayers outside the US.  This regulation requires 
financial institutions to put in place procedures to identify their US clients.  Otherwise, they will be subject to a 30% 
withholding tax for all financial flows from a US source or from the US that they receive on their behalf or on behalf 
of their customers.
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BOK International UAE has registered as a foreign financial institution (Deemed-Compliant Financial Institution) 
with the US’s Internal Revenue Service, and obtained a Global Intermediary Identification Number (GIIN).  BOK 
International’s parent Bank of Khartoum is registered as an FFI with the IRS and has obtained a separate GIIN.

BOK International UAE is committed to comply with FATCA laws and regulations and intends to meet all obliga-
tions imposed under FATCA. BOK International UAE participates to comply with the Central Bank of The UAE to 
meet the objectives of Foreign Account Tax Compliance Act (FATCA).

Compliance with Common Reporting Standards (CRS) and Global Account Tax Compliance (GATCA)

Many governments around the world are looking at ways in which they can exchange information in order to fight 
tax evasion and protect the integrity of the tax systems.  This has resulted in the development by the Organisation for 
Economic Co-Operation and Development (the OECD) of a system for the automatic exchange of information be-
tween member states relating to tax payers within the OECD.  This system is commonly referred to as the ‘Common 
Reporting Standard’.  Many governments within the OECD have adopted the Common Reporting Standard under 
new local law.

These local laws will means that from the beginning of January 2017, governments require all banks and other finan-
cial institutions to ask customers for information with a view to determining where they are resident for tax purposes.

BOK International UAE is complying with the CRS/GATCA directives that have been introduced by the OECD and 
complies with the CRS/GATCA directives which the Central Bank of The UAE has issued to all banks on complying 
with CRS/GATCA.  BOK International UAE is committed to protecting the integrity of tax systems and preventing 
financial crime of all types and will fully comply with these new laws.

Should you have any queries related to your personal tax matters, we suggest that you consult a professional tax ad-
visor, as BOK International UAE is not authorized to provide you with any tax advice.

Kunal Chowdry
Country Chief Compliance Officer, MLRO and Head of Legal
1 March 2018
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AML/KYC QUESTIONNAIRE

Corporate Information

	 1.	 Legal name of the institution:

		  BOK International

	 2.	 Principal place of business (Address)

		  Al Sahil Building, Zayed The First Street, Khalidiya, Abu Dhabi, UAE 
PO Box 42253, Khalidiya, Abu Dhabi, UAE

	 3.	 Head Office Physical Address (if different from the above)

		  Bank of Khartoum, Gamhoria Street and Qaser Street Intersection, Khartoum, Sudan

	 4.	 Name of the External Auditors

		  Ernst & Young (EY), Abu Dhabi, UAE

	 5 .	 Date of Establishment

		  BOKI UAE Licensed by the Central Bank of UAE on 23 August 2017 
Bank Of Khartoum (HQ) 1913 Licensed by Central Bank of Sudan

	 6.	 Please provide principal type of banking (business) activities of your institution:

		  Full Islamic Banking License

	 7.	 Are you a publicly traded Company? If yes, which stock exchange(s) is your institution  
listed on? Please include your institution’s trading name

		  BOK International	 No 
BOK (HQ)			  Yes	 Sudan Stock Exchange

	 8.	 Name of Subsidiaries / Affiliates (if any)

		  None

	 9.	 Name of the regulatory body(s)?

		  Central Bank of UAE - CBUAE
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	 	 Name of Supervisory body (if other than above)

		  As Above

	 12.	 Please provide details of the designated Compliance officer / MLRO, responsible for coordinating 
& overseeing the AML program on a day to day basis, on the format given below.

		  NAME: KUNAL CHOWDRY

		  TITLE: Country Chief Compliance Officer, MLRO and Head of Legal

		  ADDRESS: Al Sahil Building, Zayed The First Street, Khalidiya, Abu Dhabi, UAE Postal:  
PO Box: 42253, Khalidiya, Abu Dhabi UAE

		  TELEPHONE NO: +971506847623

		  EMAIL: kunal.chowdry@bokintl.ae

Section I. AML Policies, Practice, & Procedure

	 1.	 Has your country established laws designed to prevent Money Laundering and is your	 YES 
institution subject to such laws?

	 2.	 Are you in compliance with anti-money laundering regulations?	 YES

	 3.	 Has you H.Q. maintained a place of business that is located at affixed address in the	 YES 
country in which your H.Q. is authorized to conduct business?

	 4.	 Do you follow the guidelines for “know your customer, and accept your customer” policies?	 YES

	 5.	 Has your institution established written policies designed to combat money laundering?	 YES 
(“Yes”, please provide any written material outlining such policies)?

	 6.	 Has your institution established written internal procedures and control to implement	 YES 
anti-money laundering policies?

	 7.	 Does your institution have an established employee training program to teach employees	 YES 
about money laundering and to assist them in identifying any suspicious activities?

	 8.	 Does your institution have an established audit and compliance review function to test the	 YES 
the adequacy of anti- money laundering policies and procedures?

	 9.	 Are the anti-money laundering policies applicable to your head office also applied to your 	 YES 
foreign branches and majority owned subsidiaries? (If “No”, please explain the basic nature 
of your anti-money laundering arrangement)

	 10.	 Is there an established method at your institution for reporting suspicious activities and	 YES 
transaction to the appropriate authorities?

	 11.	 Does your institution have a written policy to ensure that reasonable measures are taken to	 YES 
obtain information about the true identity of customers so as to ensure legitimate activities?

	 12.	 Does you institution maintain records on customer identification, account files and 	 YES 
correspondence for a specified period of time and cooperate with local authorities so as to 
permit investigation of suspicious activities as well as provide, if necessary, evidence for 
prosecution of criminal behavior?
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		  Has your country established laws designed to prevent Money Laundering and is your  
institution subject to such laws?

	 	 Are you in compliance with anti-money laundering regulations?

		  Has you H.Q. maintained a place of business that is located at affixed address in the country 
in which your H.Q. is authorized to conduct business?

	 	 Do you follow the guidelines for “know your customer, and accept your  customer” policies?

		  Has your institution established written policies designed to combat money laundering?	
(“Yes”, please provide any written material outlining such policies)?

		  Has your institution established written internal procedures and control to implement  
anti-money laundering policies?

	 	 Does your institution have an established employee training program to teach employees 
about money laundering and to assist them in identifying any suspicious activities?

	 	 Does your institution have an established audit and compliance review function to test the the 
adequacy of anti- money laundering policies and procedures?

	 	 Are the anti-money laundering policies applicable to your head office also applied to your  
foreign branches and majority owned subsidiaries? (If “No”, please explain the basic nature 
of your anti-money laundering arrangement)

	 	 Is there an established method at your institution for reporting suspicious activities and  
transaction to the appropriate authorities?

		  Does your institution have a written policy to ensure that reasonable measures are taken to 
obtain information about the true identity of customers so as to ensure legitimate activities?

	 	 Does you institution maintain records on customer identification, account files and   
correspondence for a specified period of time and coperate with local authorities so as to 
permit investigation of suspicious activities as well as provide, if necessary, evidence for 
prosecution of criminal behavior?



	 13.	 Does your institution have a policy of protecting employees if they report, in good faith, any	 YES 
suspicious activity?

	 14.	 If your institution does not have a written policy at this time, do you plan to develop written	 N/A 
policies? (IF “yes”, please indicate the expected completion date for your policies)

	 15.	 Does your institution have a policy of not opening accounts for a bank that does not have a 	 YES 
physical presence in any country, (i.e. a foreign shall bank)?

	 16.	 It is the policy of your bank to only process transfers received from other banks in the name,	 YES 
account number and address of the originator of the transfer are noted on the instructions 
received. When remitting funds do you also provide the same information other banks?

Section II. Know Your Customer, Due-Diligence/Enhanced Due Diligence

	 17.	 Does your institution conduct due-diligence of its customers including their ownership	 YES 
structure on an on-going basis?

	 18.	 Has your institution implemented systems for the identification of its customers including	 YES 
customer information, in case of recorded transactions, account opening etc. (e.g. name,  
nationality, street address, telephone number, occupation, age, date of birth, type and number  
of valid identification, as well as the name of the country/state that issued it).

	 19.	 Does your institution have procedures to obtain record for each customer regarding their 	 YES 
respective identification documents, Know Your Customer data at the time of account  
opening?

	 20.	 Does your institution provide anonymous accounts, or numbered accounts for which you do 	 NO 
not collect the full details of the beneficial owner?

		  If yes, How does your institution know who the ultimate beneficial owner of the account is?

	 21.	 Does your institution have a requirement to collect information regarding your customer’s	 YES 
business activities/source of funds?

	 22.	 Does your institution take steps to understand the normal and expected transactions of its	 YES 
customers based on its profile/ line of business?

Section III. Transactions Monitoring, Risk Assessment & Reporting

	 23.	 Does your institution have a monitoring program for suspicious or unusual activity that covers	 YES 
funds transfer and monetary instruments (such as traveler cheques, money orders, etc?
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		  Does your institution have a policy of protecting employees if they report, in good faith, any 
suspicious activity?

	 	 If your institution does not have a written policy at this time, do you plan to develop written 
policies? (IF “yes”, please indicate the expected completion date for your policies)

	 	 Does your institution have a policy of not opening accounts for a bank that does not have a  
physical presence in any country, (i.e. a foreign shall bank)?

	 	 It is the policy of your bank to only process transfers received from other banks in the name, 
account number and address of the originator of the transfer are noted on the instructions 
received. When remitting funds do you also provide the same information other banks?

		  Does your institution conduct due-diligence of its customers including their ownership  
structure on an on-going basis?

	 	 Has your institution implemented systems for the identification of its customers including 
customer information, in case of recorded transactions, account opening etc. (e.g. name,  
nationality, street address, telephone number, occupation, age, date of birth, type and number  
of valid identification, as well as the name of the country/state that issued it).

	 	 Does your institution have procedures to obtain record for each customer regarding their  
respective identification documents, Know Your Customer data at the time of account  
opening?

	 	 Does your institution provide anonymous accounts, or numbered accounts for which you do  
not collect the full details of the beneficial owner?

		  If yes, How does your institution know who the ultimate beneficial owner of the account is?

		  Does your institution have a requirement to collect information regarding your customer’s 
business activities/source of funds?

		  Does your institution take steps to understand the normal and expected transactions of its  
customers based on its profile/ line of business?

		  Does your institution have a monitoring program for suspicious or unusual activity that covers 
funds transfer and monetary instruments (such as traveler cheques, money orders, etc?



	 24.	 Does your institution filter payments against relevant sanction lists?	 YES
	 25.	 Have your Bank established any, procedures regarding an on going monitoring of activities	 YES 

conducted through customer accounts.
	 26.	 Does your Bank have a risk focused assessment of its customer base and their transactions? 	 YES
	 27.	 Does your bank have monitoring procedures for large cash transaction?	 YES
	 28.	 Does your institution have policy or practice for the identification and reporting of	 YES 

transactions that is required to be reported to the relevant authority?
	 29.	 Does your bank have procedures to report suspicious activity to competent government	 YES 

authorities consistent with local laws, and regulations or to identify transactions structured to  
avoid large cash reporting requirement.

	 30.	 Does your institution screen transactions for customers or transactions you deem to be of	 YES 
significantly heightened risk (which may include persons, entities or countries appearing on  
lists issued by government/international bodies) that special attention to such customers or  
transactions is necessary prior to completing any such transactions.

Section IV. Risk Assessment

	 31.	 Does your institution have a risk focused assessment of its customer base and transactions of	 YES 
its customers?

	 32.	 Does your institution determine the appropriate level of enhanced due diligence necessary for	 YES 
those categories of customers and transactions that has reason to believe pose a heightened  
risk of illicit activities at or through the institution? 

	 33.	 Do you have Customers who are:                                                                                                     
i.     High Net Worth Individuals (net worth exceeding USD $10,000,000) served by a             NO 
       dedicated private banking or similar unit

	 	 ii.    Politically Exposed Persons (PEPs)                                                                                         YES (Few)

		  iii.   Money transmission services which are not licensed or authorised by a regulatory or             NO 
       governmental body 
iv.   Shell companies                                                                                                                          NO

Section V. Correspondent Banking Relationship

	 34.	 Does your institution have a policy to reasonably ensure that it only deals with correspondent	 YES 
banks that hold license to operate in their respective country or origin?

	 35.	 Does your institution as a policy obtain sufficient information to gain an understanding of 	 YES 
your correspondents business, reputation and regulatory history?

	 36.	 Are all new correspondent relationships approved by the Senior Management of your 	 YES 
institution?

	 37.	 Does your institution obtain and assess your correspondent’s AML policies, and / or 	 YES 
information regarding related SOPs or practices.

	 38.	 Does your institution offer “Payable Through Accounts” or any other related product allowing 	 NO 
transactions which can transact through nostro and vostro accounts?

	 39.	 Does your bank establish correspondent banking relationship with,	 NO 
i)     A Shell Bank (A shell bank is defined as a bank incorporated in a jurisdiction in which it 
       has no physical presence and which is unaffiliated with a financial group).
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 		  Does your institution filter payments against relevant sanction lists?
		  Have your Bank established any, procedures regarding an on going monitoring of activities 

conducted through customer accounts.
 		  Does your Bank have a risk focused assessment of its customer base and their transactions? 
		  Does your bank have monitoring procedures for large cash transaction?
		  Does your institution have policy or practice for the identification and reporting of transactions 

that is required to be reported to the relevant authority?
		  Does your bank have procedures to report suspicious activity to competent government  

authorities consistent with local laws, and regulations or to identify transactions structured to  
avoid large cash reporting requirement.

	 	 Does your institution screen transactions for customers or transactions you deem to be of 
significantly heightened risk (which may include persons, entities or countries appearing on  
lists issued by government/international bodies) that special attention to such customers or  
transactions is necessary prior to completing any such transactions.

Section IV. Risk Assessment

		  Does your institution have a risk focused assessment of its customer base and transactions of 
its customers?

	 	 Does your institution determine the appropriate level of enhanced due diligence necessary for 
those categories of customers and transactions that has reason to believe pose a heightened  
risk of illicit activities at or through the institution? 

	 	 Do you have Customers who are:                                                                                                    
		  i.   High Net Worth Individuals (net worth exceeding USD $10,000,000) served by a               

      dedicated private banking or similar unit
	 	 ii.   Politically Exposed Persons (PEPs)                                                                                        
		  iii.  Money  transmission  services  which  are  not  licensed  or  authorised by a regulatory or   

      governmental body 
iv.   Shell companies

Section V. Correspondent Banking Relationship
		  Does your institution have a policy to reasonably ensure that it only deals with correspondent 

banks that hold license to operate in their respective country or origin?
	 	 Does your institution as a policy obtain sufficient information to gain an understanding of  

your correspondents business, reputation and regulatory history?
	 	 Are all new correspondent relationships approved by the Senior Management of your   

institution?
	 	 Does your institution obtain and assess your correspondent’s AML policies, and / or   

information regarding related SOPs or practices.
	 	 Does your institution offer “Payable Through Accounts” or any other related product allowing  

transactions which can transact through nostro and vostro accounts?
	 	 Does your bank establish correspondent banking relationship with,	

i)     A Shell Bank (A shell bank is defined as a bank incorporated in a jurisdiction in which it 
       has no physical presence and which is unaffiliated with a financial group).



		  ii)    A Bank that maintains business relationship with terrorist suspects designated by any  
       government, regulatory body, inter-governmental body of United Nations.	

	 40.	 Has your Bank established, procedures regarding on going monitoring of activities conducted	 YES 
through correspondent accounts.

	 41.	 Does your institution have policies to reasonably ensure that your correspondent banks will	 YES 
not conduct transactions on behalf of Shell banks?

	

Section VI. Wire Transactions
	 42.	 Does the institution have policies and procedures for the identification and reporting of 	 YES 

transactions that are required to be reported to the regulatory authorities (e.g. transactions 
exceeding certain thresholds, suspicious and unusual transactions, etc)?

	 43.	 Where cash transaction reporting is mandatory, does the institution have procedures to identify	 YES 
transactions structured to avoid such obligations?

	 44.	 Does the institution screen customers and transactions against lists of persons, entities or             YES 
countries issued by government/competent authorities such as UN;FATF; OFAC; EU;  
UKHMT & Interpol etc?

	 45.	 Does your institution accept wire transfers or any other means of funds transfer on behalf of	 NO 
non-customers without obtaining proof of identification?

Section VII. AML Training

	 46.	 Does your institution provide AML training to relevant employees that include identification	 YES 
and reporting of transactions to government authorities, examples of different form of 
money laundering involving your products and services and internal policies to prevent 
money laundering?

	 47.	 Does your institution retain records of its training sessions including attendance records and	 YES 
relevant training materials used?

	 48.	 Does your institution have policies to communicate new AML related laws or changes to 	 YES 
existing AML, related policies or practices to relevant employees?

	 49.	 Does your institution employ agents to carry out some of the functions of your institution and 	 NO 
provide AML training to the relevant agents that include identification and reporting of 
transactions that must be reported to relevant Government authorities, i.e. various forms of  
money laundering involving institutions products and services and internal policies to prevent 
money laundering?

		
		  If yes, then do you provide AML training to relevant third parties that includes:
			   •	 Identification and reporting of transactions that must be reported to government 

		  authorities;
			   •	 Examples of different forms of money laundering involving the organization products
				    and services;
			   •	 Inernal policies to prevent money laundering?
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		  ii)   A Bank that maintains business relationship with terrorist suspects designated by any  
       government, regulatory body, inter-governmental body of United Nations.

	 	 Has your Bank established, procedures regarding on going monitoring of activities conducted 
through correspondent accounts.

	 	 Does your institution have policies to reasonably ensure that your correspondent banks will 
not conduct transactions on behalf of Shell banks?

	

Section VI. Wire Transactions
		  Does the institution have policies and procedures for the identification and reporting of  

transactions that are required to be reported to the regulatory authorities (e.g. transactions 
exceeding certain thresholds, suspicious and unusual transactions, etc)?

	 	 Where cash transaction reporting is mandatory, does the institution have procedures to  
identify transactions structured to avoid such obligations?

	 	 Does the institution screen customers and transactions against lists of persons, entities or 
countries issued by government/competent authorities such as UN;FATF; OFAC; EU;  
UKHMT & Interpol etc?

	 	 Does your institution accept wire transfers or any other means of funds transfer on behalf of 
non-customers without obtaining proof of identification?

Section VII. AML Training

		  Does your institution provide AML training to relevant employees that include  
identification and reporting of transactions to government authorities, examples of different  
form of money laundering involving your products and services and internal policies to prevent  
money laundering?

	 	 Does your institution retain records of its training sessions including attendance records and 
relevant training materials used?

	 	 Does your institution have policies to communicate new AML related laws or changes to   
existing AML, related policies or practices to relevant employees?

	 	 Does your institution employ agents to carry out some of the functions of your institution 
and provide AML training to the relevant agents that include identification and reporting of 
transactions that must be reported to relevant Government authorities, i.e. various forms of  
money laundering involving institutions products and services and internal policies to prevent 
money laundering?

		
		  If yes, then do you provide AML training to relevant third parties that includes:
			   •	 Identification and reporting of transactions that must be reported to government 

		  authorities;
			   •	 Examples of different forms of money laundering involving the organization products
				    and services;
			   •	 Inernal policies to prevent money laundering?



Section VIII. Foreign Account Tax Compliance Act ( FATCA )

	 50.	 Is the financial institution FATCA Compliant?	 YES
	 51.	 If Compliant, please provide Global Intermediary Identification Number (GIIN)?	 YES 

GIIN: CSZP9B.99999.SL.784
	 52.	 Please provide the contact details of the FATCA responsible person	

YES
		  FATCA Responsible Person Name: KUNAL CHOWDRY
		  Title: Country Chief Compliance Officer, MLRO and Head of Legal
		  Telephone:+971506847623 / +97123041736
		  Email: kunal.chowdry@bokintl.ae

	
I, the undersigned confirm that the details provided in this questionnaire on behalf of BOK International UAE, is 
current and accurate and reflects the institution’s KYC and AML/CTF Policies and controls.

Name:	 Kunal Chowdry

Title:	 Country Chief Compliance Officer, MLRO and Head of Legal

Phone:	 +971506847623 / +97123041736.

Email:	 kunal.chowdry@bokintl.ae

Date:	 1 March 2018
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The Wolfsberg Group Anti-Money Laundering Questionnaire

Financial Institution Name:		 BOK International

Location:					     Abu Dhabi, UAE

This questionnaire acts as an aid to firms conducting due diligence and should not be relied on exclusively or excessively. 
Firms may use this questionnaire alongside their own policies and procedures in order to provide a basis for conducting 
client due diligence in a manner consistent with the risk profile presented by the client. The responsibility for ensuring 
adequate due diligence, which may include independent verification or follow up of the answers and documents provided, 
remains the responsibility of the firm using the questionnaire.

The Wolfsberg Group consists of the following leading International financial institutions: Banco Santander, Bank of America, 
Bank of Tokyo-Mitsubishi UFJ, Barclays, Citigroup, Credit Suisse, Deutsche Bank, Goldman Sachs, HSBC, JP Morgan Chase, 
Société Générale, Standard Chartered and UBS which aim to develop frameworks and guidance for the management of financial 
crime risks particularly with respect to Know Your Customer, Anti-Money Laundering and Counter Terrorist Financing policies.

Anti-Money Laundering Questionnaire
If you answer “no” to any question, additional information can be supplied at the end of the questionnaire.

I.  General / AML Policies, Practices and Procedures :	  Yes	 No
	 1.	 Is the AML compliance program approved by the FI’s board or a 	   3	  

senior committee?

	 2.	 Does the FI have a legal and regulatory compliance program that 	  
 3

	  
includes a designated officer that is responsible for coordinating and 
overseeing the AML framework?

	 3.	 Has the FI developed written policies documenting the processes that	   
3

	  
they have in place to prevent, detect and report suspicious transactions?

	 4.	 In addition to Inspections by the government supervisors/regulators, 	   
3

	  
does the FI client have an Internet audit function or other independent 
third party that assesses AML policies and practices on a regular basis?

	 5.	 Does the FI have a policy prohibiting accounts/relationships with shell 	   

3

	  
banks? (A shell bank is defined as a bank incorporated in a jurisdiction 
in which it has no physical presence and which is unaffiliated with a  
regulated financial group.)

	 6 .	 Does the FI have policies to reasonably ensure that they will not conduct 	   
3

	  
transactions with or on behalf of shell banks through any of its accounts 
or products?

	 7.	 Does the FI have policies covering relationships with Politically Exposed 	   3	  
Persons (PEP’s), their family and close associates?

	 8.	 Does the FI have record retention procedures that comply with applicable 	   
3

	  
law?

	 9.	 Are the FI’s AML policies and practices being applied to all branches and 	   
3

	  
subsidiaries of the FI both in the home country and in locations outside 
of that jurisdiction?
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		  Is the AML compliance program approved by the FI’s board or a senior 
committee?

		  Does the FI have a legal and regulatory compliance program that   
includes a designated officer that is responsible for coordinating and 
overseeing the AML framework?

		  Has the FI developed written policies documenting the processes that they 
have in place to prevent, detect and report suspicious transactions?

		  In addition to Inspections by the government supervisors/regulators,  
does the FI client have an Internet audit function or other independent 
third party that assesses AML policies and practices on a regular basis?

		  Does the FI have a policy prohibiting accounts/relationships with shell 
banks? (A shell bank is defined as a bank incorporated in a jurisdiction 
in which it has no physical presence and which is unaffiliated with a  
regulated financial group.)

		  Does the FI have policies to reasonably ensure that they will not conduct  
transactions with or on behalf of shell banks through any of its accounts 
or products?

		  Does the FI have policies covering relationships with Politically Exposed  
Persons (PEP’s), their family and close associates?

		  Does the FI have record retention procedures that comply with applicable  
law?

		  Are the FI’s AML policies and practices being applied to all branches and  
subsidiaries of the FI both in the home country and in locations outside 
of that jurisdiction?



The Wolfsberg Group Anti-Money Laundering Questionnaire

_____________________________
1 The four payment message standards to be observed are: i) FIs should not omit, delete, or alter information in payment messages or  
orders for the purpose of avoiding detection of that information by any other FI in the payment process; ii) FIs should not use any  
particular payment message for the purpose of avoiding detection of information by any other FI in the payment process; iii) Subject  
to applicable laws, FIs should cooperate as fully as practicable with other FIs in the payment process when requesting to provide  
information about the parties involved; and (iv) FIs should strongly encourage their correspondent banks to observe these principles.
Source: http://www.wolfsberg-principles.com/pdf/standards/Wolfsberg NYCH Statement on Payment Message Standards 2007).pdf

II.  Risk Assessment:	    Yes	 No

	 10.	 Does the FI have a risk-based assessment of its customer base and their transactions?	     3	

	 11.	 Does the FI determine the appropriate level of enhanced due diligence necessary for	     
3

	  
those categories of customers and transactions that the FI has reason to believe pose a 
heightened risk of illicit activities at or through the FI?

III.  Know Your Customer, Due Diligence and Enhanced Due Diligence:	    Yes	 No
	 12.	 Has the FI implemented processes for the identification of those customers on whose	      3	  

behalf it maintains or operates accounts or conducts transactions?

	 13.	 Does the FI have a requirement to collect information regarding its customers’ 	      3	  
business activities?

	 14.	 Does the FI assess its FI customers’ AML policies or practices? 	      3	

	 15.	 Does the FI have a process to review and, where appropriate, update customer	      3	  
information relating to high risk client information?

	 16.	 Does the FI have procedures to establish a record for each new customer noting their	      3	  
respective identification documents and ‘Know Your Customer’ information?

	 17.	 Does the FI complete a risk-based assessment to understand the normal and 	      3	  
expected transactions of its customers?

IV.  Reportable Transactions and Prevention and Detection of Transactions with Illegally 
Obtained Funds:	    Yes	 No
	 18.	 Does the FI have policies or practices for the identification and reporting of 	      3	  

transactions that are required to be reported to the authorities?

	 19.	 Where cash transaction reporting is mandatory, does the FI have procedures to	      3	  
identify transactions structured to avoid such obligations?

	 20.	 Does the FI screen customers and transactions against list of persons, entities or 	      3 
countries issued by government/competent authorities? 	    	

	 21.	 Does the FI have policies to reasonably ensure that it only operates with 	      3	  
correspondent banks that possess licenses to operate in their countries of origin?

	 22.	 Does the FI adhere to the Wolfsberg Transparency Principles and the appropriate	      3	  
usage of the SWIFT MT 202/202COV and MT 205/205COV message formats?1

V.  Transaction Monitoring:	    Yes	 No
	 23.	 Does the FI have a monitoring program for unusual and potentially suspicious 	      

3
	  

activity that covers funds transfers and monetary instruments such as travelers 
checks, money orders, etc?

The Wolfsberg Group consists of the following leading International financial institutions: Banco Santander, Bank of America, 
Bank of Tokyo-Mitsubishi UFJ, Barclays, Citigroup, Credit Suisse, Deutsche Bank, Goldman Sachs, HSBC, JP Morgan Chase, 
Société Générale, Standard Chartered and UBS which aim to develop frameworks and guidance for the management of financial 
crime risks particularly with respect to Know Your Customer, Anti-Money Laundering and Counter Terrorist Financing policies.
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	 	 Does the FI have a risk-based assessment of its customer base and their transactions?

		  Does the FI determine the appropriate level of enhanced due diligence necessary for 
those categories of customers and transactions that the FI has reason to believe pose a 
heightened risk of illicit activities at or through the FI?

		  Has the FI implemented processes for the identification of those customers on whose 
behalf it maintains or operates accounts or conducts transactions?

		  Does the FI have a requirement to collect information regarding its customers’   
business activities?

	 	 Does the FI assess its FI customers’ AML policies or practices? 

		  Does the FI have a process to review and, where appropriate, update customer  
information relating to high risk client information?

	 	 Does the FI have procedures to establish a record for each new customer noting their 
respective identification documents and ‘Know Your Customer’ information?

		  Does the FI complete a risk-based assessment to understand the normal and  expected 
transactions of its customers?

	

	 	 Does the FI have policies or practices for the identification and reporting of   
transactions that are required to be reported to the authorities?

		  Where cash transaction reporting is mandatory, does the FI have procedures to  
identify transactions structured to avoid such obligations?

	 	 Does the FI screen customers and transactions against list of persons, entities or  
countries issued by government/competent authorities? 

		  Does the FI have policies to reasonably ensure that it only operates with   
correspondent banks that possess licenses to operate in their countries of origin?

	 	 Does the FI adhere to the Wolfsberg Transparency Principles and the appropriate  
usage of the SWIFT MT 202/202COV and MT 205/205COV message formats?1

	

		  Does the FI have a monitoring program for unusual and potentially suspicious 
activity that covers funds transfers and monetary instruments such as travelers 
checks, money orders, etc?



The Wolfsberg Group Anti-Money Laundering Questionnaire

VI.  AML Training	    Yes	 No
	 24.	 Does the FI provide AML training to relevant employees that includes:	     

3

	
	 •	 Identification and reporting of transactions that must be reported to government 

authorities
	 •	 Examples of different forms of money laundering involving the FI’s products and  

services.
	 •	 Internal policies to prevent money laundering.

	 25.	 Does the FI retain records of its training sessions including attendance records and	     
3

	  
relevant training materials used?

	 26.	 Does the FI communicate new AML related laws or changes to existing AML related 	     3	  
policies or practices to relevant employees?

	 27.	 Does the FI employ third parties to carry out some of the functions of the FI? 	      	  3

	 28.	 If the answer to question 27 is yes, does the FI provide AML training to relevant third 
parties that includes:	    

3

	
	 •	 Identification and reporting of transactions that must be reported to government 

authorities		  N/A
	 •	 Examples of different forms of money laundering involving the FI’s products and  

services.
	 •	 Internal policies to prevent money laundering.

Space for additional information: 
(Please indicate which question the information is referring to.)

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

Name: KUNAL CHOWDRY
Title: Country Chief Compliance Officer, MLRO & Head of Legal
Signature

Date: 4 January 2018

The Wolfsberg Group consists of the following leading International financial institutions: Banco Santander, Bank of America, 
Bank of Tokyo-Mitsubishi UFJ, Barclays, Citigroup, Credit Suisse, Deutsche Bank, Goldman Sachs, HSBC, JP Morgan Chase, 
Société Générale, Standard Chartered and UBS which aim to develop frameworks and guidance for the management of financial 
crime risks particularly with respect to Know Your Customer, Anti-Money Laundering and Counter Terrorist Financing policies.
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	 24.	 Does the FI provide AML training to relevant employees that includes:
	 	 •   Identification and reporting of transactions that must be reported to government 

     authorities
	 	 •   Examples of different forms of money laundering involving the FI’s products and  

     services.
	 	 •    Internal policies to prevent money laundering.

	 25.	 Does the FI retain records of its training sessions including attendance records and 
relevant training materials used?

	 26.	 Does the FI communicate new AML related laws or changes to existing AML related  
policies or practices to relevant employees?

	 27.	 Does the FI employ third parties to carry out some of the functions of the FI? 

	 28.	 If the answer to question 27 is yes, does the FI provide AML training to relevant third 
parties that includes:

	 	 •   Identification and reporting of transactions that must be reported to government 
     authorities

	 	 •   Examples of different forms of money laundering involving the FI’s products and  
     services.

		  Internal policies to prevent money laundering.
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Certification Regarding Correspondent Accounts for Foreign Banks

[OMB CONTROL NUMBER 1506-0043]
The information contained in this Certification is sought pursuant to Sections 5318(j) and 5318(k) 

of Title 31 of the United State Code, as added by sections 313 and 319(b) of the USA PATRIOT Act of 2001 
(Public Law 107-56).

This Certification should be completed by any foreign bank that maintains a correspondent account with any 
U.S. bank or broker-dealer in securities (a covered financial institution as defined in 31 CFR 1010.605 (e)). 
An entity that is not a foreign bank is not required to complete this Certification.

A Foreign bank is a bank organized under foreign law and located outside of the United States (see  
definition at 31 CFR 1010.100(u)). A bank includes offices, branches, and agencies of commercial banks or trust  
companies, private banks, national banks, thrift institutions, credit unions, and other organizations chartered 
under banking laws and supervised by banking supervisors of any state (see definition at 31 CFR 1010.100(d)1.

A correspondent account for a foreign bank is any account to receive deposits from, make payments or other 
disbursements on behalf of a foreign bank, or handle other financial transactions related to the foreign bank.

Special instructions for foreign branches of U.S. banks: A branch or office of a U.S. bank outside the United 
State is a foreign bank. Such a branch or office is not required to complete this Certification with respect to 
Correspondent Accounts with U.S. branches and offices of the same U.S. bank.

Special Instructions for covering multiple branches on a single Certification: A foreign bank may complete 
one Certification for its branches and offices outside the United States. The Certification must list all of the  
branches and offices that are covered and must include the information required in Part C for each branch or 
office that maintains a Correspondent Account with a Covered Financial Institution. Use attachment sheets as 
necessary.

A.	 The undersigned financial institution, BOK International hereby certifies as follows:

___________________________
1A “foreign bank” does not include any foreign central bank or monetary authority that functions as a central 
bank, or any international financial institution or regional development bank formed by treaty or international 
agreement.
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B.	 Correspondent Accounts Covered by this Certification: Check one box.

		  This Certification applies to all accounts established for Foreign Bank by Covered Financial  
Institutions.

		  This Certification applies to Correspondent Accounts established by
		  ____________________________________________ (name of Covered Financial Institution(s) for 

Foreign Bank.	

C.	 Physical Presence/Regulated Affiliate Status: Check one box and complete the blanks.

		  Foreign Banks maintains a physical presence in any country. That means:
		  •	 Foreign Bank has a place of business at the following street address: Al Sahil Building, Zayed 

The First Street, Khalidiya, Abu Dhabi, UAE 	 where Foreign Bank employs one or more 
individuals on a full-time basis and maintains operating records related to its banking activities.

		  •	 The above address is in Abu Dhabi, UAE 		  (insert country), where Foreign Bank is  
authorized to conduct banking activities.

		  •	 Foreign Bank is subject to inspection by Central Bank of UAE	 (insert Banking Authority), 
the banking authority that licensed Foreign Bank to conduct banking activities.

		  Foreign Banks does not have a physical presence in any country, but Foreign Bank is a regulated 
affiliate. That means:

		  •	 Foreign Bank is an affiliate of a depository institution, credit union, or a foreign bank that  
maintains a physical presence at the following street address: _________________________
________________, where it employs one or more persons on a full-time basis and maintains 
operating records related to its banking activities.

		  •	 The above address is in _________________________________________ (insert country), 
where the depository institution, credit union, or foreign bank is authorized to conduct banking 
activities.

		  •	 Foreign Bank is subject to supervision by ___________________________, (insert Banking 
Authority), the same banking authority that regulates the depository institution, credit union, or 
foreign bank.

		  Foreign Banks does not have a physical presence in a country and is not a regulated affiliate.

D.	 Indirect Use of Correspondent Accounts: Check box to certify.

		  No Correspondent Account maintained by a Covered Financial Institution may be used to indirectly 
provide banking services to certain foreign banks. Foreign Banks hereby certifies that it does not use 
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any Correspondent Account with a Covered Financial Institution to indirectly provide banking services 
to any foreign bank that does not maintain a physical presence in any country and that is not a regulated 
affiliate.

E.	 Ownership Information: Check box 1 or 2 below, if applicable.

		  1.	 Form FR Y-7 is on file. Foreign Bank has filed with the Federal Reserve Board a current Form 
FR Y-7 and has disclosed its ownership information on Item 4 of Form FR Y-7.

		  2.	 Foreign Bank’s shares are publicly traded. Publicly traded means that the shares are traded 
on an exchange or an organized over-the-counter market that is regulated by a foreign securities 
authority as defined in section3(a)(50) of the Securities Exchange Act of 1934 (15 U.S.C. 78c(a)
(50)).

		  If neither box 1 or 2 of Part E is checked, complete Item 3 below, if applicable.

		  3.	 Foreign Bank has no owner(s) except as set forth below. For purposes of this Certification, 
owner means any person who, directly or indirectly, (a) owns, controls, or has power to vote 25 
percent or more of any class of voting securities or other voting interests of Foreign Bank; or 
(b) controls in any manner the election of a majority of the directors (or individuals exercising  
similar functions) of Foreign Bank. For purposes of this Certification, (i) person means any 
individual, bank, corporation, partnership, limited liability company or any other legal entity; 
(ii) voting securities or other voting interests means securities or other interests that entitle 
the holder to vote for or select directors (or individuals exercising similar functions); and (iii) 
members of the same family 2 shall be considered one person.

___________________________
2The same family means parents, spouses, children siblings, uncles, aunts, grandparents, grandchildren, first 
cousins, stepchildren, stepsiblings, parents-in-law and spouses of any of the foregoing. In determining the 
ownership interest of the same family, any voting interest of any family member shall be taken into account.

Name	 Address
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F.	 Process Agent: complete the following.

	 The following individual or entity: Squire Patton Boggs (US) LLP is a resident of the United States at the 
following street address: 2550 M Street NW, Washington, DC 20037, and is authorized to accept service 
of legal process on behalf of Foreign Bank from the Secretary of the Treasury or the Attorney General of 
the United States pursuant to Section 5318(k) of title 31, United States Code. 

G.	 General

	 Foreign Bank hereby agrees to notify in writing each Covered Financial Institution at which it main-
tains any Correspondent Account of any change in facts or circumstances reported in this Certification.  
Notification shall be given within 30 calendar days of such change.

	 Foreign Bank understands that each Covered Financial Institution at which it maintains a  
Correspondent Account may provide a copy of this Certification to the Secretary of the Treasury and the 
Attorney General of the United States. Foreign Bank further understands that the statements contained 
in this Certification may be transmitted to one or more departments or agencies of the United States of 
America for the purpose of fulfilling such departments’ and agencies’ governmental functions.

	 I, KUNAL CHOWDRY		  (name of signatory) certify that I have read and understand this  
Certification, that the statements made in this Certification are complete and correct, and that I am  
authorized to execute this Certification on behalf of Foreign Bank.

	 BOK International

	 Kunal Chowdry
	 Country Chief Compliance Officer, MLRO & Head of Legal
	 Executed on this 4 day of January 2018

	 Received & Reviewed by:

	 Akram Elbaloula
	 Country Ceo
	 Bok International
	 UAE
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Account Information

Responsible Officer KUNAL CHOWDRY

POC Name

Legal Name of FI BOK INTERNATIONAL

FI Type Single

FATCA ID CSZP9B

GIIN CSZ9B.99999.SL.784

Account Status Approved

Effective Data 10/03/2017

Next Steps

- If changes are needed, go to Registration - Edit or Change 
FI Type.

- Monitor email and message board for account updates.

- Your FI agreement has been approved. Periodic certifications 
are required by the FATCA regulations. You will be notified 
when you need to certify.

Available Account Options:

Registration - Edit - Start from My Information (Part 1)

Agreement - Cancel

Challenge Questions - Edit/Review

Access Code - Change

Print Registration Information (PDF)

Download Registration Tables

Change FI Type

Message Board

3 items, displaying all items

Check all Date Type Message

 10/3/2017 Information Approved

 10/3/2017 Information Registration Submission successful

 10/3/2017 Information Account Credited

Delete

Your Information

Financial Institution Home Page get help    logout

IRS Privacy Policy  |  Privacy Notice
Version inp-17.2.6.2
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Edit/Review Part 1

1) Financial Institution Type:

 Single (not a member of an Expanded Affiliated Group)

2) Legal Name of the Financial Institution:*

 BOK INTERNATIONAL

3A) What is the Financial Institution’s country/jurisdiction of residence for tax purposes>*

 United Arab Emirates

4)	 Select	the	Financial	Institution’s	FATCA	classification	in	its	country/jurisdiction	of	tax	residence*

 Registered Deemed-Compliant Financial instituion (including a Reporting Financial Institution under a Model 1/GA)

5) Mailing Address of Financial Institution:*

 United Arab Emirates 
 Ground Floor and Mezannine Floors 
 Al Sahil Tower, Zayed The First Street, 
 Al Khalidiya Area, 
 ABU DHABI, UAE

6) Indicate whether the Financial Instituion has in effect a withholding agreement with the IRS to be treated as one of the  
 following:*

 Not applicable

7) Does the Financial Institution maintain a branch in a jurisdiction outside of its country/jurisdiction of tax residence?*

 No

10)	 Provide	information	about	the	Responsible	Officer	(RO)	for	the	Financial	Institution:*

 hEAD oF lEGAl & CoMplAInCE 
 KUNAL cHOwDRy 
 United Arab Emirates 
 Ground and Mezannine Floors, Al Sahil Tower,  
 Zayed The First Street, Al Khalidiya, 
 Abu Dhabi, UAE 
 971 506847623 
 kunal.chowdry@bokintl.ae

11A)	The	Financial	Instituion’s	RO	will	be	a	point	of	contact	(POC)	for	the	Financial	Institution.	In	addition,	the	RO	of	a		 
	 Financial	Institution	registering	as	a	Lead	of	all	or	part	of	an	Expanded	Affiliated	Group	will	be	a	POC	for	each	 
	 Member	of	that	group.

Does the RO or an Authorizing individual wish to designate one or more additional POCs for the Financial Institution?*

 No

Edit/Review Part 1

 Next

Financial Institution Registration my home page    get help    logout

IRS Privacy Policy  |  Privacy Notice
Version	inp-17.2.6.2
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BOK International

Zayed The First st. Khalidiya Area, Abu Dhabi - United Arab Emirates

Khalidiya Area, Abu Dhabi - United Arab Emirates, P.O.Box 42253

3

United Arab Emirates – Abu Dhabi

United Arab Emirates

CSZP9B.99999.SL.784 100322602200003
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EY  |  Assurance  |  Tax  |  Transactions  |  Advisory

About EY

EY is a global leader in assurance, tax, transaction and advisory services.  
The insights and quality services we deliver help build trust and  
confidence in the capital markets and in economies the world over.

We develop outstanding leaders who team to deliver on our promises to  
all of our stakeholders. In so doing, we play a critical role in building a  
better working world for our people, for our clients and for our  
communities.

EY refers to the global organization, and may refer to one or more,  
of the member firms of Ernst & Young Global Limited, each of which is a 
separate legal entity. Ernst & Young Global Limited, a UK company  
limited by guarantee, does not provide services to clients. For more  
information about our organization, please visit ey.com

The MENA practice of EY has been operating in the region since 1923.  
For more than 90 years, we have grown to more than 6,000 people  
united across 20 offices and 15 countries, sharing the same values and  
an unwavering commitment to quality. As an organization, we continue  
to develop outstanding leaders who deliver exceptional services to our 
clients and who contribute to our communities. We are proud of our  
accomplishments over the years, reaffirming our position as the largest  
and most established professional services organization in the region.

© 2017 EYGM Limited.
All Rights Reserved

This material has been prepared for general informational purposes only and is not intended to 
be relied upon as accounting, tax, or other professional advice. Please refer to your advisors for 
specific advice.

ey.com/mena
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Management Team

Kunal Chowdry
Country Chief Compliance Officer, 

MLRO and Head of Legal
BOK International, UAE

Tel.: +97123041701
Mob.: +971506847623

kunal.chowdry@bokintl.ae

Akram Elbaloula
Country Chief Executive Officer

BOK International, UAE

Tel.: +97123041700
Mob.: +971508740330

akram.elbaloula@bokintl.ae

Khaled Zadeh
Group Head of Treasury, Investment, 

& Financial Institutions
Bank of Khartoum Group

Tel.: +24915666170
Mob.: +249912332925
khaled.zada@bok.sd

Fadi Alfaqih
Group CEO

Bank of Khartoum

Tel.: +249156661085
fadi.faqih@bok.sd





Address: BOK International - Zayed The First Street, W9 – C5B, Khalidiya, Abu Dhabi, UAE
P.O. Box: 42253          Web: www.bokintl.ae          Tel: +971 2 3041777
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